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Synopsis. Internet-based measurement is a set of methmaied to quantitatively

describe the structure, workload and use of trermet. They provide a
practical means of doing a kind of virtual ‘fieldwoon the Internet using
online tools and network monitoring techniquesathgr fine scale primary
data. Internet-based measurement as a methodaobgyran geography is
important because it (1) provides insight to thdartying structural processes
of the Internet and Internet based activitiesal®)ws users to explore and
analyze the Internet for themselves; and (3) allmsgarchers to aggregate
data spread across multiple websites to analyhe@ffhenomenon. After
outlining the five distinct kinds of geographicathtions associated with an
Internet based resource (lexical, hardware, praoclucbwnership and use) this
chapter outlines a range of tools and techniquesxploring these
geographies. These include IP address geo-cadiomgain name whois
lookups, website rankings, ping, and traceroutiees€ tools can provide an
understanding of the topological structures andyggahies of the Internet,
and allows users to construct information first-dhand critically question
network operations directly.

Glossary:



| P address:

Domain name;

Latency:

Ping:

Traceroute:

Whois:
Topological location:

Screen Scraping:

Internet protocol (IP) addressesq, 64.246.60.38) uniquely
identify sites on the Internet and are necessaensure the
delivery of traffic. They are little seen or usegdtipical users.

A domain name is a unique identifier.g, nytimes.com or
manchester.ac.uk) associated with an IP addresaltbas
users to easily access a specific Internet resauce as a
website.

The time (measured in milliseconds) that it takkegansmit
and receive data between two nodes on the Internet.

A network utility which sends test data to a &drimternet site
to determine whether it is ‘live’ and acceptingadahd reports
the latency to the site.

A network utility which maps out the path thatalpackets
take between two hosts on the Internet, showingfahe
intermediate nodes traversed, along with an indinaidf the
speed of travel for each segment of the journey.

A utility to search for the ownership detailseoflomain name.

The location of sites on the Internet in terrhb@w they are
connected to the rest of the network rather thpaiat defined
by latitude and longitude.

The use of a computer program to automaticalliecbdata or
data output of Internet based resources - most afigeb page.



| nter net-based measur ement

Internet-based measurement is a set of methodkdkiatbeen applied to
guantitatively describe the structure, workload asd of the Internet. They provide a
practical means of doing a kind of virtual ‘fieldwbon the Internet using online tools and
network monitoring techniques to gather fine sgaimary data, as opposed to relying on
aggregate secondary data sources (such as goverstaugstics). Typically these methods
use freely available software tools and web ressutg explore the internal topology of
Internet links and/or the external geography owoek infrastructure, content production and
use. By measuring the operation of the Internétims of where things are produced and
consumed, who owns them and how data travels,nds&a are able to critically engage and
analyze the key network of the information agepédagogic terms the openness of these
techniques can help users of the Internet transtbemselves from passive consumers to

more informed and active explorers of their world.

Internet-based measurement as a methodology foalg®ography is important and
innovative in several respects. Firstly, the Ing¢iitself has several important geographical
dimensions, and quantitative measurement technicareprovide unique data to analyze this.
The focus has been primarily on mapping the matgeagraphy of the infrastructures of the
Internet via automatic surveys of connected hardwad software services. Knowing where
things are physically located is useful analytic@kécause variations in spatial patterns
provide researchers insight into underlying proesss

Secondly, ‘ordinary’ users can explore and measheetructure and operation of the
Internet for themselves. This is because the Ietemas purposefully designed as an open
network that encourages active exploration and exatation. This methodology does not
require a large investment in expensive, specidliaels to obtain large and representative
data samples. Many of the tools and techniquelfernet-based measurement already exist,
having been created by engineers for the pragtizgdoses of debugging network problems.
These tools can be successfully leveraged to genéasa useful for the context of social
science research questions by providing tacticaikedge of the network that cannot be

gained in any other way.

Using the Internet to measure and map itself isquaarly useful for studies of the
social geography of online interaction or the ecoitogeography of website production
where location is a key variable. For examplesrimet-based measurement can reveal how



territorial geographies of regulation and enforcetparticularly obscenity or libel laws,
help shape the location of Internet activity. Inigéidn, because the freedom to surf the web is
not universal, Internet-based measurement methg@sl@re useful in identifying state

attempts to censor the production or consumptianfofmation by their inhabitants.

Thirdly, the Internet is a repository of a wide garof data which can be collected and
cross-referenced to allow researchers to creasddses that measure offline phenomenon
such as fine grained geographies of crime statisti@partment listings. Geographic
location €.g, postal codes) is one of the most effective mednsdexing data (Internet
based or otherwise) since it enables linkagesvemstarray of existing secondary data, such
as demographic statistics from standard censusa® fdndamental, however, is the ability
of empowered users or social movements to aggrelgéespread across multiple web

sources at relatively low-cost to cast new lightarg-standing problems.

L ocating the Nodes of Inter net

The ability to reliably determine the geographication of the nodes of the Internet's
infrastructure is the first step for Internet-basaehsurement. This task is challenging as the
Internet was designed as a logical network that tamlows’ about topologyi(e., the location
of connections capable of exchanging data) whichheeve little to do with physical location,
defined by geographic co-ordinates. Thus, whileltibernet has a robust and scaleable
system of unique locations.(.identifiers like IP addresses or domain namegkéeh
locations are not fixed to physical points on theugd or any particular position in the
network. Moreover, because the Internet is a né&twbnetworks, rather than a
homogeneous entity, the control of these locatilentifiers is decentralized and fluid. In
short, ‘no one owns the Internet’ as a whole, aisteiad each component part is owned and
operated by many different organizations and imtligis. Consequently, no one institution
has a synoptic view of the whole Internet and ne mrintains a register of where all the

components are physically located.

Determining the geographical location of componehthe Internet is further
complicated because different characteristicsfess operation can be in different places.
For example, there are five distinct kinds of gapdpical location which are important for

fully characterizing a website (or other Interretaurce). These types of locations include:

1. lexical: a website is where its content refers,
2. hardware: a website is where its hardware sésvanysically located,



3. production: a website is where the author/maietaresponsible for it is

located,
4. ownership: a website is where the legal own&ydated, and
5. users: a website is where its users are located.

In some cases all five locations will be largelynoadent geographicallye(g.a
university's web site). However, it is easy to imagplausible scenarios in which a web page
providing information on vacationing in LexingtdRentucky, is hosted on a server in
London, written by someone in Manchester for a welmvner in Miami which is read by
people from across the world. The geographicatigpi@n of these different physical
locations can also vary. Sometimes location mightlétermined as the precise X,y position
(e.g.street address of the building containing the satver); other times one might only
know city or national jurisdiction. Each type afagraphical location of a website is
determined via different techniques.

Geography of content

The first, and most obvious, method for determirtimgglocation of a website is based
on lexical geography. Here, the content of the wtels browsed to try to find an ‘about
page’ or ‘contacts page’ that provides a postateskior telephone number for the website.
Other cultural and linguistic clues (e.g., flaganbols) in the content of a website might give
useful indications of ‘real-world’ location. Thisathod, however, is far from full proof as
many Internet resources do not provide readilytilable measures of this type or do not
allow a researcher accessj., password protected sites. Additionally, itmsextremely
time consuming approach as it requires a humargheimisually inspect and categorize each

site.

Geography of hardware

The second, and arguably most straightforward ggadge measure of the Internet
relies upon IP addresses. IP addresses are umimoeric identifierse.g, 169.229.39.137,
assigned to networked computers to exchange dataridty of private and public databases
exist that provide the associated geographic inébion for a particular IP address (Figure 1).
While not full proof, geo-coding IP addresses essmnably accurate (particularly at the
national level) and is widely used by companiesdok users, guard against credit card fraud

and provide web content tailored for differentiteries. Moreover, it is possible to automate



this process via software scripts in order to led¢ans or hundreds of thousands of IP

addresses in a very short amount of time.

The weakness of IP address geo-coding is thats@®iuanonymizers and other
techniques can mask a user's actual location. Mugpertant for researchers is that most
websites are hosted at dedicated server farm$dvatlittle to nothing to do with the location
where the content for the site is generated or &tiexr owner is located. Thus, IP addresses
often highlight Internet infrastructure locatiogher than content production centers. The

applicability of this, of course, depends uponrémearch question pursued.

Geography of production/ownership

Because IP addresses are awkward for people tohesdpmain name syster.g.
nytimes.com or manchester.ac.uk) was introducelleri 980s and now comprises a key
component for Internet navigation and measuremBoinain names are organized according
to top level domains (TLDs) consisting of countogle TLDs (ccTLDs) associated with
domains ending with two letter ISO country codg.(eca for Canadian domains, .i.e. for
Irish domains, etc.) and generic TLDs (gTLDs) sashcom, .net or .org. Approximately
thirty-five percent of all domains are under ccTL&sl provide a crude measure of
geographic location. However, the use of a couttde domain name does not guarantee
that the website is actually within the countryigaded. The ownership, production, hosting
and use of that website could well be in anothenty or several different countries.
Furthermore, approximately sixty five percent ofirdon names fall under the category of
gTLDs and are not related to any country.

Thus, a much more accurate geographic locatioddorain names is derived via the
online utility known as 'whois' which provides tbnership (listed as the Registrant)
information for a particular domain. Generallyisippossible to freely consult this registration
information via a whois query but not all domaigistration databases publicly give out the
full address details of the owner. A whois queny ba done interactively from any number
of websites (Figure 2) and multiple whois querias also be automated using software
scripts.

While the results of whois queries can be helpidinding out where the registered
owner of a domain name is, they are not alwaysrateuFirstly, registration details held on
a given domain name may be out of date, incornedebiberately false (spammers, for
example, try to hide their true geographic locatod would be unlikely to complete the



registration honestly). Secondly, registrant infation from a whois query only provides one
location for a domain and it is not possible tcediine whether this is indicative of the site
of ownership, production, or both. Thirdly, theistgations for large organizations often give
a single postal address (their headquarters) hatklty, may mask where the content for

these individual domain names is actually beingipced.

Despite these issues, the technique of using whimenation for geo-coding
websites were vital to the research by Matthew Zamokhe geography of Internet content
production. Using automated whois queries he gatheomprehensive data on the location
of .com domain name registrations in 1998 and detnated that the production of Internet
content exhibited a significant degree of clusggimparticular cities in the U.S. and globally.
Relying upon these techniques (supplemented witlugie of IP location data) he has
analyzed the geographies of a number of Interretactivities ranging from the clustering
of Internet startup companies during the 1990&eddcation of adult oriented websites
(Figure 3).

Geography of users

The location of users of websites is arguably tlestrdifficult to measure as is the
least centrally organized aspect of the Interdbreover, it is an ill-defined and dynamic
variable as new people continuously come onlineexigting users adapt their online
practices. At the level of individual websiteswaver, it is possible to gather rich data on
the number, location and activities of users (Fegtix. While potentially helpful it can only
shed light on the users of a particular websitegading access to the user logs of leading
websites is a difficult undertaking at best. Basraple, much could be learned by analyzing
the geography of users of sites such as Googlezdmar eBay but these data are closely

guarded as commercially-sensitive.

Measures of the number of Internet users at themadtlevel is available but suffers
from several drawbacks. Firstly, the scale at Wwhigs data is organized prevents analysis at
any sub-national units such as city or region.oAlsoblematic is that the data on users is
generally constructed by combining national samspleeys employing different
methodologies and definitions of Internet use.afynthese data provide at best a measure
of the potential demand for Internet resourcesshyitnothing about the types of activity in
which users are engaged. Although less comprelensisearchers have generally
conducted their own surveys of users to gain highanularity and more specificity.



A middle ground between the rich albeit narrowlgudsed data from individual
websites and the shallow yet comprehensive dama daunts of users, are rankings that
provide measures of the amount of user traffidltwebsites. Although there are a number
of ranking services, Alexa.com provides a long-ragrand independent measure of the
popularity of websites among users. Alexa.comikirys are based on tracking the surfing
activity of a panel of Internet users who have doaded a web browser tool. Alexa.com
relies upon this sample to judge the most popukbsites on the Internet and even
disaggregates the top websites per country (Figur&Vhile this represents a reasonable
approach, it is unclear whether these users aprasentative sample of Internet users
(particularly when disaggregated to the countrgleand several avenues for bias have been
identified by Alexa.com and others. Nonethelesstavides one of the best publicly

available means to compare the location of thesuskwebsites at the country level.

Measuring Distance and Routes Across the Inter net

Another important element of Internet-based measent is assessing distance
between sites within the network. Given the topmalgstructure of the Internet, physical
distance between sites has little meaning. Instelative distances are measured using the
journey time (.e., latency) taken to transmit and receive data. bBsirgy latency implies
increasing relative distance between two sitesherlriternet. It is important to note, however,
that there can be many different technical facterg. types of hardware and network
configurations) that effect latency. An interestpant of analysis, both on the Internet and
in the ‘real’ world, is to compute the relationshigtween distance on the ground and time
distance for different places. This relationshipasg always linear because of barriers, lack of
connectivity and poor accessibility. Sometimesghiekest sites to reach are not the closest
physically, while locations just down the street aompletely offline. Analyzing the variable

patterns in time accessibility can provide insiigitd underlying structural processes.

Distance measurement

The simplest technique to measure latency useasetiweork utility 'ping" which
reports whether a particular site on the Intersdive’ and accepting data. It works by
sending out test data to a target site and listefuina response. It is useful for distance
measurement because it reports the round-trip défndata packets. For example, Figure 6
shows the time (in milliseconds) each packet t@ofgd from Lexington, KY to the web

server for at the University of Manchester ancklegain. The last line of the output reports



the overall statistics. According to this, the ager ‘distance’ for this particular journey
across the Internet as measured by latency wassl4&tency distances is very susceptible
to changes in conditions on the Internet and canige way of quantifying possible traffic
congestion, much like measuring car speeds givesdacation of the level of road

congestion.

There also are several ways that ‘pinging’ latetisyances can be used to learn more
about structure of the Internet. First, and mosialsly, a sequence of pings to the same site
at different time periods can be used to build gpmprehensive longitudinal profile of
latency. Another useful extension is to take piings different places on the Internet to
triangulate in on a particular site. By triangutgtifrom different points it possible to get a
sense of the relationship between latency and gdilydistance, assuming that the
(approximate) geographic location of the origind target are known. More importantly,
combining the latency and physical distance camigeoa measure of whether a place is

readily accessible on the Internet or not.

Data route measurement

A much more sophisticated means of measuring disttrough the Internet than
ping is gained via the use of the utility ‘tracesdwhich reports details on the route data take
through the Internet. Traceroute is invoked in mtie same way as ping but provides
greater detail. It effectively maps out the patht thata packets take between two sites on the
Internet, showing all of the intermediate nodesdraed, along with an indication of the
speed of travel for each segment of the journethaddigh, traceroute is primarily for network
engineers debugging routing problems, it has aésmiused by researchers to expose the
political-economic structures of the Interneteteals the hidden complexity of data flows,
showing how many nodes are involved, the seambessiag of oceans and national borders,
and the sometimes convoluted transfers throughraepaetworks owned and operated by

competing companies.

To illustrate how traceroute maps the Internetias used to chart the path from a PC
at the University of Kentucky in Lexington, KY toveb server at the University of
Manchester (Figure 7). The output looks ratherticygt first sight, but it is in fact a kind of
one-dimensional map, with each node traversedllisitea separate line. It gives a complete
linear route listing showing how data packets tieadv¢hrough the Internet starting in
Lexington, travelling via Atlanta, Washington, Araslam, London, Reading and Warrington



and ending at Manchester. The three time measutsritemilliseconds—such as 142ms
149ms 144ms — are round trip times for that segrmedtgive a useful indication of the speed

of each link.

Each node traversed is identified by its domain@amd/or IP address. Most nodes
have unusually long domain namesy( atla.abilene.sox.net) which are specialized rgutin
computers at the core of the Internet not nornmsslgn by users. With a little bit of decoding
the names of these routers can yield useful infaomasuch as the type of node hardware,
the bandwidth of the link, the name of ISP that sw@mode and often a node’s approximate
location (usually at the city level). Many largetwork operators apply consistent naming
conventions throughout their infrastructures, athéxmachine names of the nodes of
geant2.net. For example, the "lon.uk" portionha touter name for segment 10 could

reasonable be taken to mean London, U.K. (Figure 7)

Utility of traceroute measurement in research

Just like ping, the usefulness of single tracemuty be extended by running them
from different sites to triangulate the Internstisicture. Web-based traceroutes make it
possible run traces from many different startinm{® including from different networks and
in different countries. Web traceroute gatewagsvary useful for the active exploration of
the Internet’s topology from across the globe dindtrate the degree to which routes vary.
Running multiple traceroutes to lots of differepings across the Internet has also been used

by researchers to gather large datasets on thitgypof the core of Internet.

Data gathered by traceroute can provide evidentaeohternet’s business ‘logic’ of
following the cheapest paths rather than the stbrtéuch international Internet traffic is
still routed through the U.S. as the cheapest mehinansit between regions. This can result

in quite anomalous looking, geographically circugaoutes being chosen.

Traceroute data can also be used for forensic sisaly the Internet’s structure. For
example, it is useful for deducing the approximatation of Internet hosts (such as websites)
in terms of ‘hardware geography’. The output shiveslocation and identity/owner of the
‘upstream’ network provider even if the final destiion of the server is unclear. If the data
travels into a certain city and does not leavedim, it is probable that the target is located
there. Also, the ‘upstream’ network providers magi logs for identifying a host that is of
interest (this is of particular concern for law@icement agencies in tracing the source of
illegal activities).
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Traceroute also reveals something of the hiddeitigadleconomy of the Internet.
The patterns of traffic routing shows transit agreat and mutual peering relationship
between competing companies. Details on thesageraents are often deemed
commercially confidential, but are revealed by ssdg in how and where the actual
networks interconnect to share data. The routfrigaffic reveals the structuring of business
relationships in terms of who connects to who dredhierarchy of these connections (from
periphery to center to periphery again). It caoahow which telecommunications carriers
dominate the transfer of traffic between particalauntries and continents. These companies
are likely to be influential in the structuring @ibbal communications and tracerouting could
provide an alternative way to quantify the extefrtheir power.

Lastly, the output from traceroute provides a usefy to assess the number of
international borders crossed and determine wianfitdries {.e., separate legal jurisdictions)
the data transits. The more ‘points of contacthia flow from origin to target, the more
potential there is that Internet traffic could heercepted and subjected to local regimes of
monitoring, filtering, censorship and data retemtibor example, does an email message
transit through a third-party nation that has Hestitentions. Particularly in regions of
conflict, being able to identifying territories thare transited might be vitally important in

terms of the reliability of communication.

I nter net-base measurement of other socio-economic phenomena

A final aspect of Internet-based measurement issésas a means to gather data on
phenomenon in physical space, particularly for sketathat are either prohibitively
expensive for researchers or simply do not exdshumber of geographers have already
leveraged the electronic format of the Internetdostruct datasets (ranging from firms
receiving venture capital to the location of cogierboard members) in a relatively straight-
forward and, more importantly, cost-effective mamneo date, most of these efforts are
largely manual retrieval operations driven by thet that the desired data exists in multiple

locations and does not have a standardized format.

An extension of this method known as screen-scgagliows access to data that
would not otherwise be available or would be exeedstime-consuming to aggregate into a
dataset. Screen-scraping is defined in this cortexhe use of a computer program to
automatically collect the data output of Internasdxd resources - most often an web page.

These scripts are written to generate automatidegiand collect and store the data received.
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While, it is possible to conduct the queries bydyatreen-scrapping automates the process,

greatly reducing research drudgery.

A ready application of screen-scraping is the wsthblished technique of using
directories as a method for identifying the locasi@f businesses. This method has been
previously utilized with paper based data withistbiical urban geography. Although issues
of the reliability and accuracy of directories areoncern, the key limiting factor in the use
of this method is the amount of work needed torabsethe data. The technique of screen-
scraping can significantly simplify this task, madgithe collection of up to date, fine scale
spatially referenced data, (e.g. superfund sietajlrsite locations) an easy task.

Conclusion

As the Internet grows in size, expands in scopebaedmes increasingly embedded
as a banal background to everyday living it becoevesy more important to understand the
politics surrounding its production. Understandiing topological structures and geographies
of the Internet, through quantitative network measwent using the techniques and tools
described here, provides one of the most valualdawes into network politice(g.,the
issue of net neutrality), allowing researchersdthgr information first-hand and critically
guestion network operations directly. The medidraammunication might be virtual, but
the Internet is dependent on physical infrastrecturd human labor, most of which is
invisible to users. The computers are small ineseaald are usually hidden from view in
anonymous server rooms and secure, windowlessihgsldwhile the cables are under floors,
in ceilings and in conduits buried under roadsthestechnical geography of Internet
infrastructures are easily overlooked (just likedther essential utilities of water, electricity),
but they are not naturally given. The geographstaicture and operation of networks that

service modern living can be exposed through letelbased measurement.

Internet-based measurement is likely to becomeeasinew and more powerful
software tools for scanning the structure of Inéétrecome available. Also, as commercially-
provided search engine tools develop they are asangly providing new ways of surveying
the information structures of the web. Of courssearchers will continue to have to tread
carefully the ethical boundaries between critigadivork and potentially criminal hacking.

At the same time, Internet-based measurementasgalsing harder and riskier to do. Many
parts of the Internet are being designed and ogetrata much more closed fashion. For
example, some networks block ping and tracerowgessecurity precaution against
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malicious scanning. Although this makes Internetesbmeasurement more difficult, it
becomes ever more important to ensure that ressarobmain capable of analyzing it
independently. In particular, as the Internetrimignes with physical space it is essential that
human geography follows this evolution in ordeutaerstand the increasingly hybridized
spaces inhabited in the twenty-first century.
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See also: cyberspace/cyberculture; georeferencing, geogodimiernet; mapping cyberspace
Web links:
Computers/Hosts

Internet hosts survey, conducted by Internet Syst€onsortium / Network Wizards
(wwwe.isc.org/index.pl?/ops/ds/)

IP_Addresses
ARIN Whois query Interface (www.arin.net/whois)
HostIP IP Geo-Coding (www.hostip.info/)

World-wide web
Netcraft web server survey (www.netcraft.com)
Alexa website popularity survey (www.alexa.com)

Traceroute
Thomas Kernen’s web traceroute list (www.tracerautg
VisualRoute (www.visualroute.com)

Domain Names
IANA's list of all the country code top level domai(www.iana.org/cctld/cctld-whois.htm)
Domain Tools (www.domaintools.com/)

Users

Internet World Stats (www.internetworldstats.comisihtm)

CIA World Factbook, Internet Users
(www.cia.gov/cia/publications/factbook/rankorde@3tank.html)
Maps of Internet Users, (www.zooknic.com/Users/xbanml)

Analysis using Internet Measurement

Cooperative Association for Internet Data Analygrg/w.caida.org);
Internet mapping project (www.lumeta.com/mappinmlt
TeleGeography (www.telegeography.com);

Zooknic Internet Intelligence (www.zooknic.com)

Censorship
Reports without Borders (www.rsf.org)
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Figure 1: The result of database lookup on an kes$ using the web service offered by

Hostip.info that gives a geographic address for tbégistered owner. (Source: author
screenshot.)
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a Whois Nytimes.com [2006-12-22] - Microsoft Internet EXp

Registrant:
The New Tork Times Conpany
229 TWest 43d Street
229 West 43d Street
Hew York, NY 10036
L]

Domain Name: NYTIMES.COM

Ldministrative Contact, Technical Contact:

229 West 43d Street

MNew ¥York, NY 10036

3

212-556-1234 fax: 123 123 1234

Fecord expiresz on 19-Jan-2010.
FEecord created on l1&-Jan-1994.

Domain servers in listed order:
Ha3lT.NYTIMES. COM 199, 239,137,145

NYDN31.ABOUT. COM
MNYDN3Z. ABOUT. COM

-

NEW ¥ORE TIME: DIGITAL o=t terflm b1 mes L o

J File Edit iew Fawaorites Tools  Help .1.'

J e Back - \_,,.l K \ﬂ \g _h | ’;.._j Search ‘"5?'\'(‘ Favorites ﬁ‘} | - ®
JF'-E_IEIFESS @http:,l',l'whn:-is.u:In:nmaintn:n:nIs.n:n:nm,l'n';.ftimes.n:-:nm j a0 JLinks >
Whois Record ﬂ

s

|
€l T B[ [ memner

v

Figure 2: The result of a whois lookup on the ng#eom domain name using a free web
service called domaintools.com. The output giveistegfion details including the postal

address of the owner. (Source: author screenshot.)
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Figure 3: (a) The ownership pattern of .com donm@imes in the Boston Metropolitan region
(July 1998) and (b) the U.S. distribution of adu#tbsites at the metropolitan statistical area
(MSA) level (July 2001). The darker and largecles indicate the MSA are more than two
standard deviations above the average number okitesbper MSA. (Source: Matthew

Zook.)
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Monthly history

it

Jan

Feb Mar Apr May Jun

Jul Aug Sep Oct Mow

Dec

2006 2006 2006 2006 2006 2006 2006 2006 2006 2006 2006 2006

Month

Jan 2006
Feb Z00G
Mar 2006
Apr 2006
May 2006
Jun 2006
Jul 2006
Aug 2006
Sep 2006
Cct 2006
Maow 2006
Cec 2000
Total

Ll_nique Nun'.ut-.er of
visitors visIts
3657 4905
3371 4500
3517 4657
3377 4606
3471 44495
2790 3677
2775 3813
2941 3945
3190 4138
3090 40584
2821 3693
2348 3074
37348 49560

15676
12229
14132
12385
13223
13314
Q594
10034
13042
11961
109zz
G167
145029

Hits

57594
45018
51054
43197
45344
39023
36196
3B766
45819
49038
42995
31286
525333

F79.93 MB
545,45 MB
617.95 MB
601.50 MB
557.34 MB
S07.94 MB
464 .36 MB
551.51 MB
635.65 MB
577.03 MB
624,93 MB
407,91 MB
6.71 GB

Countries {Top 25) - Full list

Countries  [PEgesl Hits EEmamid

= United T
= ctates us 5451 21863 MB [

mNetherlands nl 451 634 971 MB &
7 Unknown ip 269 1156 18.37 MB :i

E@EVrorean o 227 1053 12.04 ME

Union -
HCanada ca 218 711 10053 MB 2
s Great e
d e ritain gb 191 904 1121 MB 5
il ustralia au 176 53z sz2zmMB B
M cermany  de 117 376 637 MB &
® Japan jp 110 170 4.91MB }
[l switzerland ch 97 171 143 MB |}
WU ru 71 225 244MB |
EHong Kong hk 50 264 261 MB |
= Austria at 43 196  2.36 MB |
Czech i
hRepuinc cz 45 117 212 MB |
Eerazi br 43 165 Z2.01 MB |
= =pain es 38 190 249 MB |
B0ty it 35 140 Zz40MB |
. 904,33
B china cn 34 168 A

Figure 4: An example of typical website usage stiag giving detail the number and
nationality of visitors. (Source: author screenghot
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£ alexa Web Search - Top 500 - Mozilla Firefox = I EIIEI
File Edit Yiew Go  Bookmarks  Tools  Help
Qﬂ = E}) * @ |’_\_§'| @ |° hikbp ) v, alexa, comfsicejdstop_sikes?oc=R j @ G0 I@,
@Alexa%earch Traffic Rankings Erlg:I=dilg"
e ¥ =
| Get Traffic Details | Top 500 - Movers & Shakers
Browse the most popular sites on the web. Learn more,
1. [ " | [oyTa@Mail.ru
"- - § MonHOpYHELMOHANEHAA NOYTOBAA CHCTEME, AN0ECHAA KHUME, GHTHMEHAOYD,
= - Web-wHtepdiedc, POPS w WWAP, Brifiop vz 4-x gomeHoe.
= mail.ru - Site Info 5
— T
Z = T Andex
e — - .- MoWckoBRIA CEpERP ANA PYCCKOMD cerMenTa MHTepHeTa, pazpaboTks KOMAAHHKH
' = CompTek:
yandex.ru - Site Info §
3. lrr-_._—..=—u-- Pamﬁnep
= E‘ 2 ': * MHhOpMELUMOHHD NOWCKOREA CMOTEME C YYETOM MOpHONoriK pyCoKorD AZEKE,
- - = rambler.ry - Site Info §
- =- 2
-
4. MNarod.ru
narod.r - Site Info 5
5. LiveJournal.com
COpensource project. A serice for creating and customizing a journal on the web, Download an
executable tool to update your journal without being connected to the site. Additional features with paid
account.
livejournal.com - Site Info B
6. Google
PyookoAZEYHEA BEPCHA NOWCKOEOR MALLUKHEL.
googleru - Site Info B
7 Ganadla j
| Done i

Figure 5: A sample of Alexa.com's data on websteutarity including a listing of the most
popular websites in Russia. (Source: author schegns
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U :~Geographyszook privatesscriptz>ping www.sed.manchester_ac.uk

Pinging fssl.ec.man.ac.uk [138.88.2083.81 with 32 bytes of data:

138._88_.283_8: bytes=32 time=142msz TTL=187
138.88.283.8: bytes=32 time=14ims TTL=187
Reply from 138.88.2083.8: bytes=32 time=148msz TTL=187
Reply from 130.88_.283_.8: bhytez=32 time=142mz TTL=187

Ping statistics for 13A.88.2083.8:

Packets: Sent = 4. Received = 4, Lost = B (8% loss>.
Approximate round trip times in milli—seconds:

Minimum = 14ims, Maximum = 148m=. Average = 143ms

I :~Geographyszooksprivatesscripts >

Figure 6: A ping query to a web server at the Ursitg of Manchester that provides a
measure of latency between origin and target. (@ow@uthor screenshot.)
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C:s>tracert www.sed.manchester.ac.uk

Tracing route to fssl.ec.man.ac.uk [130.88.283.81
over a maximum of 30 hops:

ms 5 s 128.163.119.1
ms 128.163.220.137
ms 128.163.221 .52
ms 128.163.221.2
ms 128.163.55.289
mns atla.ahbhilene.sox.net [199.77.193.181
nz = = washng-atlang.abilene.ucaid.edu [198_32_8_661
nz abilene—wash.prtl_fra.de.geant2 _net [62_48_125_17]
nz rtl.amz.nl.geant2 _net [62_48_.112 _581]
nz zo0—4 rt2_ lon.uk.geant2 _net [62_48_112_1381]
nz po2—B8-B._gn2—gul.ja.net [62_48_124_1981]
nz pol—1_lond—scr3d.ja.net [146.97.35.971]
ns so—B-1-B.read—shrl.ja.net [146.97.33.1411
ns so—B-2-B.varr—shrl.ja.net [146.97.33.1181
ns MMW-Manl .site.ja.net [146.97.42.1781]
ns gu—nnu.netnuw.net.uk [194.66.25.1581]
ns gu—man.netnu.net.uk [174.66.25.981
ns gu—uom.mcc.ac.uk [194.66.21.2411
ns gu—mc.mcc.ac.uk [138.88.258.411
142 ms fzel.ec.man.ac.uk [1368.88.203.81]

Trace complete.

(AN

Figure 7: Traceroute measurement from the UniweddiKentucky to the University of
Manchester. (Source: author screenshot.)
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